
 

Day1_6th 

Check your privacy settings on all digital data 

ONLINE SAFETY 

NEVER give out your: 

 

Full Name 

 

Location 

 

Age or date of birth 

 

Gender 

 

Parent’s information 

 

School information 

 

 

Use Upper & Lower Case Letters 

Use Symbols 

Use Numbers 

Choose something you                    

will remember! 

1458 Fowler Street  

Richland , WA 993352  

Be cautious when connecting your phone! 

Don’t trust an unknown WiFi connection! 

 

 

Example of a strong password; 

take a phrase, such as: 

“Mary had a little lamb, little 

lamb,” Then you can change  

it to: 

 

    Mh@llLL 

No matter 

what, do 

NOT share 

your           

password!!! 

 

509-374-5391 



 

Day1_6th 

Who are you online? 
 Are you appropriate? 
 Could what you’re posting attract the wrong kind 

of people? 
 Are you ok with anyone seeing what you're doing? 

 Posts? 

 Pics? 

BEWARE OF SCAMS!
•Threats or sense of urgency

•Too good to be true

•Poor grammar and/or spelling

•Unfamiliar email addresses

•Fake links (click here)

What you share, post, open…can affect your family 

1. Credit Card Info 

2. Computer Viruses 

3. Offensive Pictures 

Be careful what you 

open—send—share! 

YOUR ONLINE REPUTATION 

Ages 0-18 are TWICE 

as likely to be victims 

of identity theft than 

adults! 

If it is on the internet, 

it is FOREVER. Think 

about what could 

come back to haunt 

you in the future. 

 

 Videos? 

 Comments? 

Who can see what you share online? What 

story are you telling the world with your: 

 Texts? 

 Likes? 

Keep your digital     

reputation clean! Think 

twice about what you 

post & how it can affect 

you later in ways you 

couldn’t dream of! 


